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Enterprise Risk Management (ERM) has received a great deal of media at-
tention recently, but the concept is actually not a new one and has been 
silently prevalent for many years. It is only recently with the meltdown of 
the financial sector and the economic slowdown that it has begun receiving 
the tremendous amount of publicity. But with ERM being as important as it 
is to manage risk effectively, now is the time for anyone who must manage 
risk to learn about what ERM really is, how to implement it and what it can 
do for one’s organization.
 
What is ERM?
My definition of ERM is holistic management of all material risk. Simply put, 
it is the view and identification of risk throughout the organization and the 
steps that are being taken to manage the risk. If you search for a definition 
of ERM on the internet, you would see many explanations. This can be very 
confusing because of the broadness of the definition; it means different ac-
tion items and components for every single company.  

What risk? How material to the organization? Define what is material to a 
company? What about corporate governance? Do I need a Chief Risk Offi-
cer? Is there insurance? Who should lead this? How do I begin? How much 
will this cost? What are the benefits?
 
There is No Magic Potion
The answer to the above questions is that it varies. There are many “ex-
perts” or persons that referred to them as experts in the field. This con-
fuses and obscures the issue. There are books, articles, specialty companies 
and departments that are all dedicated to ERM. There is also an ERM for 
Dummies book dedicated to the topic.

This broad array of advice and differing opinions does not help companies, 
owners or organizations implement ERM. What needs to be understood 
is there is no magic potion or plan for Enterprise Risk Management to be 
implemented or effective within an organization. Companies need to define 



their own process and customize it for themselves. Only then can a com-
pany begin the process of implementing a focused ERM plan within their 
culture.

The New Y2K?
Reflecting back to 1999, the world was concerned about what effect the 
date change was going to have with computer systems being programmed 
up until the date of 12/31/99 at 11:59pm. Risk managers and IT profession-
als can still remember reading about the prophecies of impending doom 
that were attached to the Y2K problem, and as a result, companies spent 
millions of dollars on consultants and studies of what impact could occur. 
There were many solutions created to protect against a potential Y2K ca-
tastrophe, and it gave rise to a cottage industry, the sole purpose of which 
was to help organizations deal with this potential worldwide crisis. Insur-
ance companies went as far as to add Y2K exclusions to their insurance 
policies in anticipation of this event. Ultimately, the predicted crisis never 
materialized. But what it did do was force management to better under-
stand their business and all the moving parts that affect it both internally 
and externally.

Why Now?
The buzz surrounding ERM has created a kind of new Y2K situation, with 
many organizations scrambling to understand ERM so they might create a 
program for it. This comes as no surprise, really—the world-wide recession 
in conjunction with the financial meltdown of several large institutions and 
government bailouts have brought the issue of Enterprise Risk Management 
to the forefront as a new concept. As a result, Standard & Poor’s announced 
that it plans on evaluating a company’s application and implementation of 
ERM as one of the credit rating factors when evaluating each individual 
organization. Standard & Poor’s does not instruct companies how to imple-
ment and manage ERM; however they will evaluate how well the company 
defines risk and what systems are in place to highlight risks, get them to 
the proper level of management so they are addressed in a timely manner.



In actuality, the practice of ERM has been used by various successful com-
panies for years as the way they run their business. Some risk practitioners 
have preferred to call it holistic risk management, rather than ERM. Some 
even may hold that any organization that manages itself properly does not 
need a Chief Risk Officer, or a Risk Czar. In this mindset, all risks boil down 
to money and most organizations either have a CFO (Chief Financial Offi-
cer) or a similar position responsible for managing, controlling and oversee-
ing the company’s monetary activities.

Such an outlook is likely to be debated by certain ERM practitioners, add-
ing even more uncertainty to what is already a complex concept with mul-
tiple definitions. And as said before, this level of uncertainty can make it 
difficult, even intimidating, for even a seasoned risk professional looking to 
implement ERM at his or her organization. What is crucial to remember, 
however, is this: as important as ERM is, implementing it should not be as 
complicated or as daunting as it might seem.

Consider the example of a Fortune 500 company that had developed a 
mature ERM process that was complimentary to their practices and their 
culture. The company formed an Internal Committee called the Finance 
Council which was chaired by the CFO, made up of all the CFO’s direct 
reports, their associates and the Business (Operations) Groups’ Financial 
leaders. The CFO also invited the head of Investor Relations, the outside 
audit firm’s senior partner and a representative from the General Coun-
sel’s office. This group met every six weeks and had a working session of 
discussing and publishing the risks of each division’s business plan. The risks 
could be projected sales, new markets, supply chain, entry into new coun-
tries, etc. The CFO then would assign appropriate members of the council 
to work on these highlighted risks and report back at the following meet-
ing on what steps were being taken to eliminate, mitigate or transfer those 
risks. This effectively covered all areas of risk the firm were encountering, 
and left little room for surprise or error. On an annual basis, the CFO re-
ported the group’s work to the Audit Committee and to the Board of Di-



rectors. Now consider that this example details a real-would example that 
practice took place over a decade ago and was simply standard operating 
procedure for the firm. The point is, ERM is no great mystery. It is simply a 
well thought out and implemented business plan with sound management 
processes in place.
 
Why the Confusion?
The reason for all the current discussion regarding Enterprise Risk Man-
agement returns to not having a set definition and the disarray that comes 
along with trying to decipher something you don’t understand and utilize 
it simultaneously. I have seen companies trying to purchase computer soft-
ware to identify and track risks. In addition, Accounting/Audit firms pre-
senting themselves that they can help companies put into place ERM. My 
recommendation is that before spending money on software or accoun-
tants that referred to themselves as “risk professionals”, there needs to be 
a fundamental understanding of ERM and the risks facing your Company 
first.
 
Keep it Simple
A good approach for implementing Enterprise Risk Management is to keep 
it simple. 

• First, identify a champion (someone to lead and manage the process) in 
the organization. In many cases, the CFO (or better yet, the CRO) is the 
one who will lead this initiative. If the CFO or CRO is not qualified in 
leading this exercise, however, then engage the services of a competent 
risk management advisor who is well versed in ERM to help design and 
manage the process.

• The next step is to gather all the pertinent internal business leaders 
within the organization together and form a working group to manage 
the process and system.



• Define what dollar amount would be material to the entire organization. 
A loss of that dollar amount would either shut the company’s doors or 
impact share price.

• Once the material dollar amount is identified, have each leader list what 
risks within their respective area could possibly bring about a material 
loss of that caliber.

• Have the group assign personnel to identify the steps needed to elimi-
nate, mitigate or transfer that risk.

• Meet periodically to track progress against the action steps and continu-
ally define and improve the process.

• Once the material risks have been identified and steps put into place, the 
group then can broaden their definition of risk and begin the process of 
risk management for those non-material but large risks within their re-
spective areas.

Conclusion
Once you have an Enterprise Risk Management process in place, it becomes 
routine for your company. ERM should not be a buzz word or a project 
(with a beginning and an end). It should be the way you manage your busi-
ness today and tomorrow. More than anything, ERM is a way of life. n
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